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**/**

**|-- TSL files**

**|-- /common\_fies**

 **|-- Consent files**

 **|-- ISO\_3166-1.xml**

 **|-- international Seach Masks**

 **|-- epSOS config files**

 **|-- epSOS XDS codes files**

**/home**

**|-- /<user1>**

 **|-- /config\_files**

 **|-- /moved**

 **|-- /PPT**

**|-- .ssh**

**/home**

**|-- /<userN>**

 **|-- /config\_files**

 **|-- /moved**

 **|-- /PPT**

**|-- .ssh**

**1**

**/ec/acc/server/ehealth/users**

**|-- /<userN>**

 **|-- /config\_files**

 **|-- /moved**

 **|-- /PPT**

**|-- .ssh**

**/ec/acc/server/ehealth/users**

**|-- /<user1>**

 **|-- /config\_files**

 **|-- /moved**

 **|-- /PPT**

**|-- .ssh**

**/ec/acc/server/ehealth/opt/watchDrop**

**|-- /AuditFiles**

**|-- watch\_DropZone.sh**

**|-- watch\_DropZone\_start.sh**

**|-- watch\_log.txt**

**|-- errors\_log.txt**

**/ec/acc/server/ehealth/opt/FtpScripts**

**|-- createDirectories.sh**

**|-- ftpGet.sh**

**|-- ftpPut.sh**

**|-- ftp\_log.txt**

**|-- errors\_log.txt**

**/**

**|-- TSL files**

**|-- /common\_fies**

 **|-- Consent files**

 **|-- ISO\_3166-1.xml**

 **|-- international Seach Masks**

 **|-- epSOS config files**

 **|-- epSOS XDS codes files**
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1. A country connects to FTPStore server by using a confidential and mutually authenticated protocol (SFTP), upload the TSL file in their home directory (private side)

On the server runs a scripts that:

1. Gets by ftp the TSL files and configuration file from FTPStore from each users
2. Creates the users file system structure to be check
3. Check some parts and if all checks are OK, the TSL files will be uploaded from the users structure file system into the webserver structure.
4. Puts by ftp the TSL files into the public webserver and the TSL files are ready for download. During this process, an audit log is produced and saved.

In order to download the file, each NCP node needs to run TSL Sync, which will read the TSL and update the internal configurations, writing an audit trail.